
FORTINET MULTI-THREAT SECURITY SYSTEMS I 

1. Introduction to FortiGate and the Security Fabric 
2. Firewall Policies 
3. Network Address Translation (NAT) 
4. Firewall Authentication 
5. Logging and Monitoring 
6. Certificate Operations 
7. Web Filtering 
8. Application Control 
9. Antivirus 
10. Intrusion Prevention and Denial of Service 
11. SSL VPN 
12. Dialup IPsec VPN 
13. Data Leak Prevention (DLP) 

 


